Communicator Desktop- PCI
Compliance

Communicator Desktop allows you to protect your customers from
fraud by never asking them to say their credit card
information over the telephone.

1. With the caller on the 1line press the DTMF button
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2. A Pop-Up window will appear directing you to place the

cursor in the field where you want the information to be
entered.

3. Ask the customer to then enter their information on their
telephones dial-pad.

4. You will notice the credit card number will appear on the
form.


https://firelinecommunications.com/documentation/voice-support/communicator-desktop/communicator-pci-compliance/
https://firelinecommunications.com/documentation/voice-support/communicator-desktop/communicator-pci-compliance/
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Remote DTMF

Remote DTMF input is turned ON for call with Garabed
Yegavian (GARABE YEGAVIAN). Place your cursor on the
appropriate field where you want remote DTMF to be
entered.

STOP Remote DTMF

5. Once complete you can click the STOP Remote DTMF and return
to the call.

version 01.02012024



